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In compliance with DepEd Order No. 8, s. 2013,
this Advisory is issued not for endorsement as per DO No. 28, 2001
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(visit hitps://depedelsalvadorcity.net)

ONLINE BREACH RESPONSE AND CYBERSECURITY WORKSHOP

The Yisrael Solutions and Consulting Inc. is inviting teachers, school
administrators, and non-teaching personnel to join the ONLINE BREACH
RESPONSE AND CYBERSECURITY WORKSHOP on September 19-21, 2022 via
Online Platform.

The participation of both public and private schools shall be on a voluntary
basis. As such, the participants themselves shall shoulder any registration fees and
travel/incidental expenses. Further, participation shall be subject to the no-
disruption-of-classes policy stipulated in DepEd Order No. 09, s. 2005 entitled
Instituting Measures to Increase Engaged Time-On-Task and Ensuring Compliance
Therewith, Section 3 of Republic Act No. 5546 (Policy on Contributions), and DepEd
Order No. 066, s. 2017 (Policy on Off-Campus Activities).

Immediate and wide dissemination of this Advisory is desired.

OLGA C. ALONSABE, PhD, CESO V
Schools Division fuperintendent
Encl: ;
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Letter of Invitation from the Organizer
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Republic of the Philippines

Bepartment of Education
REGION X - NORTHERN MINDANAO

Regional Advisory No. _1¥5 | s. 2022
August 12, 2022
Complying with DepEd Order No. 8, s. 2013,
this Office issues this Advisory not for endorsement per DO 28, s. 2001,
but for the information of DepEd officials,
personnel/staff, and the concerned public.
(Visit deped10.com)

ONLINE BREACH RESPONSE AND CYBERSECURITY WORKSHOP

Yisrael Solutions and Consulting Inc. will conduct an Online Breach
Response and Cybersecurity Workshop on August 22-24 and September
19-21, via Zoom. The Online Workshop Fee is P6,000.00 per pax (inclusive of
tax).

Participation in this activity shall be on a voluntary basis. As such, the
participants themselves shall shoulder any registration fees and
travel/incidental expenses. Further, their participation shall be subject to the
no-disruption-of-classes policy stipulated in DepEd Order No. 9, s. 2005 titled
Instituting Measures to Increase Engaged Time-on-Task and Ensuring
Compliance therewith, Section 3 of Republic Act No. 5546 (Policy on
Contributions), and DepEd Order No. 66, s. 2017 (Policy on Off-Campus
Activities).

Attached is the letter from Yisrael Solutions and Consulting Inc. for
reference.

For more information, please email at nharis@yisraelsolutions.com

This Office directs the immediate and wide dissemination of this
Advisory.
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8/9/22, 4:50 PM

DeED

Department of Education Mail - Breach Response and Cybersecurity Workshop

Department of Education Region 10 <region10@deped.gov.ph>

Breach Response and Cybersecurity Workshop

1 message

P

21- 316 gy,

Nharis Aspacio <nharis@yisraelsolutions.com>

To: Department of Education Region 10 <region10@deped.gov.;jh

Dear Sir/Mam,

We would like to invite you Breach Response and Cybersecurity Workshop fro Session 1 to'Session 3 on. (August 22-

am - 4:00 pm via ZOOM.

If you are not available on that date,
minimum of 15 participants.

we from Yisrael Solutions will also conduct an In

4610 2022
A \1-09

Attached herewith is the Invitation Letter and the Confirmation Form,
Kindly fill out the reservation confirmation form and send it back to us through email at (nharis@yisraeIsolutions.com).

Thank you and keep safe always.

Nharis A. Aspacio
Yisrael Training Coordinator
Tel: (027) 616-3086 (027) 373-8503

Facebook Page: https://lwww.facebook.com/Yiscon/

This email is confidential and intended solely for the use of the

individual to whom it is addressed.
please notify YISRAEL SOLUTIONS
advised that you have received this
dissemination, forwarding,
prohibited.

If you are not the intended recipient,

& CONSULTING INC. immediately and be
mail in error and that any use,

printing or copying of this email is strictly
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Cybercrime Prevention Act of 2012
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https://mail.google.com/maiI/u/O/?ik=6baancf74&view=pt&search

RA 10175 pdf
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-House Event exclusively for your agency with a
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Dr. Arturo B. Bayocot

Regional Director

Department of Education - R10

TellFax no: (088) 880-7071; 880-7072/ 880-2087/ 852-2023

region10@deped.gov.ph
SUBJECT: “INVITATION TO ATTEND TO AN ONLINE WORKSHOP FOR BREACH RESPONSE AND
CYBER SECURITY”
Dear Sir/Madam,
Greetings!

Yisrael Solutions and Training Center Inc is committed for the welfare of the country and the people. In line with
the recent pandemic or the spread of COVID 19, the conduct of training classes or seminars/workshops all over
the country had been temporarily postponed indefinitely until further notice to ensure the security, health, and
safety of our countrymen. However, we have decided to continue our operations with virtual classrooms and
remote work through the use of digital communication technology.

As an alternative option for face-to-face, we would like to offer you our online workshop, the online equivalent of
being in a training room and learning together as a group through collaborative activities which will be
conducted over the internet.

Cyber security awareness training is essential to reduce the risk that employees are exposed and tricked by
sophisticated phishing or social engineering methods into serving unknowingly as entry points or worst, breach
incidents that can affect organization information and data systems. This training could also help the

The primary objective of the security awareness program is to educate users on their responsibility to help
protect the confidentiality, availability, and integrity of their organization's information and information assets.
The participants will be able to know state-of-the-art information about Cyber Security, its importance, good
practices, and its benefits to the organization. Participants can have a view of different phases of security
threats: System Hacking, Malware Threat, Sniffing, Social Engineering, DDOS attacks, and how can they
respond to them.

During the training, the speakers will also confer on Breach simulation briefing and simulation of attack and a
Breach Nofification Requirements of RA 10173, a deep discussion on breach notification requirements under
the DPA and Circular 16-03, and additional information on RA 10175 “Cybercrime Act’

Participants will take their time to report the results of their investigation on the given breach simulation, both
technical and compliance reports that is why we encourage you to form or create a Breach Response team
(minimum number or three (3) or more participants) to be headed by the Data Protection Officer (DPO) to attend
and participate on the “Breach Response Team Report,



While we are staying at home to he
workshop classes for Breach Res
give a discussion and demo about

b
TN

Below are the online workshop class programs/modules:

p control the spread of COVID 19, we are inviting you to attend our online
ponse and Cyber Security Threat and Attacks. Our cyber security expert will
Cyber Threats and Attacks.

MODULE TOPIC TIME PERIOD OBJECTIVES j
DAY 1: Know the state-of-the-art information about
Cyber Security, its importance, good
1 INTRODUCTION TO CYBER SECURITY 9:00 AM practices, and benefits to the organization
TO Participants can have a view of different
2 KNOWING THE ATTACK VECTORS (PART phases of security threats: System Hacking,
) Malware Threat, Sniffing, Social Engineering,
4:00 PM DDOS attacks, and how can they respond to
them.
DAY 2:
Continuation of discussion on phases of
3 KNOWING THE ATTACK VECTORS (PART 9:00 AM security threats: Hacking web servers, SQL
Il Injection, Hacking Wireless Networks, and
TO Mobile Platforms
4 MANAGEMENT APPROACH: INCIDENT The session will provide guidance and
RESPONSE FRAMEWORK 4:00 PM additional information on the security incident
response framework
Breach simulation briefing and simulation of
5 BREACH AND LIVE-ATTACK SIMULATION an attack
DAY 3:
9:00 AM A deep discussion on breach notification
6 BREACH NOTIFICATION REQUIREMENTS requirements under the DPA and Circular 16-
OF RA 10173 TO 03 and additional information on RA 10175
“Cybercrime Act”
4:00 PM Participants will take their time to report the
fi BREACH RESPONSE TEAM REPORT results of their investigation on the given
(PRESENTATION OF REPORTS) breach simulation, both technical and
compliance report.
TENTATIVE WORKSHOP SCHEDULE:
August 22-24, 2022 September 19-21, 2022




Our online workshop will be held for three (3) days and the Online Workshop Fee is Php 2,000/day per pax
(inclusive of tax). Kindly fill up the attached Confirmation Form which requires a list of your participants and
email at nharis@yisraelsolutions.com for your workshop schedule. Please deposit the payment and email the
deposit slip then a meeting ID and a password will be sent to your email, Payment should be made on the
account of YISRAEL SOLUTIONS & CONSULTING (YISCON) INC.

We also conduct an in-house workshop wherein a central office can organize its regions to attend an online
workshop. If you are interested, please inform us at the contact numbers stated below.

For inquiries and/or clarification, please contact us by email at nharis@yisraelsolutions.com (attention to: Nharis

A. Aspacio); or thru text at mobile number 0966-1877-756-GLOBE; 0938-2466-094-SMART: landiine (027) 616-3086;
(027) 373-8503.

Our team, though working from our own homes, would like to reming you to sanitize your gadgets, aside from
washing hands frequently, as an added precautionary measure to prevent the spread of the virus.

We hope to see you in our online workshops!

YISRAEL SOLUTIONS AND TRAINING CENTER INC.

PRIVACY STATEMENT

We are committed to maintaining the accuracy, confidentiality, and security of your Personally identifiable information
("Personal Information”), As part of this commitment, our privacy policy governs our actions as they relate to the collection,
use and disclosure of Personal Information,

We are responsible for maintaining and protecting the Personal Information under our control. We have designated an
individual or individuals who is/are responsible for compliance with our privacy policy.

Personal information will generally be collected directly from you through the use of any of our standard forms, over
the internet, via email, or through a telephone conversation with you. We may also collect personal information about you
from third parties acting on your behalf (for instance, agents or contact person).

We also collect information from subscribers (persons registering their details with us through the website) or website
visitors for the purpose of improving our quality and effectiveness and to provide you with information, We will not publish
your name in connection with any information you provide without your permission.




